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Policy statement

Financial management 

Purchasing cards (Pcard)
 Print Give feedback

Direction and guidance on the use of purchasing cards (PCards) – the preferred
payment method for goods and services in the department – to ensure the
efMcient, economical, and ethical use of public resources, and to maintain
standards of transparency, probity, ethics and integrity, in line with NSW
Government policy.

Audience

School and education support staff (excluding contractors and consultants),
authorised delegates under the Government Sector Finance Act 2018 and Mnance
managers in schools and business units.

Version Date Description of changes Approved
by

V01.0.0 20/06/2024 Under the 2023 Policy and
procedure review program, new
policy document with consolidated
instructions previously provided in
Purchasing card policy and
Purchasing card guidelines.
Updated instructions to make
compliance requirements easier to
understand and apply.

Executive
Director,
Shared
Services

Changes since previous update



About the policy

What needs to be done
These procedures outline the conditions and requirements for the efMcient,
economical, and ethical use of PCards, including the application process, the safe
and appropriate use of PCards the management of PCards and the processing and
reporting of PCard transactions.

1. Apply for a PCard

All school and education support staff are encouraged to apply for a PCard if their
role requires them to:

Only one PCard can be issued per person, even if they work across different
schools and different business units.

Contractors and consultants are not department staff and therefore can't apply
for a PCard.

PCard applicants must:

Card application approvers (principals, directors or above) must:

Application endorsing ofAcers (principals, deputy principals, head teachers, or
managers):

Purchasing Card Administration team must:

It can take up to 10 business days from the card approval and veriMcation for
cards to be issued to the applicant. PCards are sent directly by Citibank to
the applicant’s business address. If applicants work from home, cards may
be delivered to a private address on request.

2. Card controls

PCards are issued as active cards however, for security reasons, the transaction
and monthly spend limits are not set until the cardholder logs into the bank portal
and acknowledges receipt of the card.

3. Use a PCard

PCards can be used in a similar way to a personal credit card or debit card to make
ofMcial business purpose payments in-store, online or over the phone. Refer below
for more information on:

The goods or services needed may be available on the department’s list of
mandated contracts which must be used in the Mrst instance, wherever possible
to:

For more information, refer to:

Cardholders must:

Also, cardholders must:

Reviewing ofAcers must continue to ensure cardholders use their PCards in line
with this procedure.

Refer to Use your PCard for information and guidance around what PCards can
and can’t be used for and other information and instructions, including QRGs.

4. Manage a PCard

Cardholders must:

Cards that are lost, stolen, damaged or subject to suspected fraud or other
breach of security must be reported immediately to the Purchasing Card
Administration team on 1300 32 32 32  (option 1 then 1). If the card is lost
or stolen outside of business hours (Monday to Friday 8.30 am to 5 pm),
contact Citibank directly on 1800 629 644 . Do not contact Citibank for
damaged cards.

The Purchasing Card Administration team will provide advice on the
appropriate action for the cardholder to take, including card cancellation and
application for a new card if applicable.

Where a replacement card is required (including where the card is due to
expire), Citibank will issue the replacement and deliver it directly to the
cardholder.

If a cardholder suspects their PIN has been compromised, they must change
it by calling Citibank on 1800 629 644  and should have their PCard,
security passcodes and answers on hand, then follow the prompts.

Refer to Manage your PCard for more information and instructions, including
QRGs.

5. Process PCard transactions

Whenever a PCard is used to pay for goods and services, all transactions must be
prepared, acquitted and reviewed (authorised) using Expense8 in line with this
procedure. Key tasks within the acquittal process include:

Cardholders:

Preparers must:

Reviewing ofAcers must:

Expense8 sends automated reminders via email to cardholders, reviewing
ofMcers and preparers to acquit outstanding transactions in Expense8.
These reminders are turned off during the school holidays.

When a PCard transaction is left unacquitted for more than 30 days, action
will be taken to suspend the card within 7 days if the transaction remains
unacquitted, then to cancel the card if the transaction is left outstanding at
60 days after month end. Refer to Escalation of unacquitted, unauthorised or
inappropriate transactions for further information.

A cancelled PCard can't be reactivated.

Before a new application can be submitted and considered for approval:

Cards cancelled following breaches of these procedures may not be
reissued, at the discretion of the department.

Refer to Process PCard transactions for more information and instructions,
including an infographic explaining the PCard acquittal process, a list of expense
types and descriptions, and QRGs. 

6. Report on PCard transactions

Schools and education support staff can report on their PCard purchasing activity
as needed. In particular:

Refer to Reporting and performance for more details.

Record-keeping requirements
Records relating to PCards are to be retained in relevant systems by schools and
business units to provide transparent reporting of use of public monies,
compliance with the Australian Taxation OfMce documentation requirements and
internal and external audit purposes.

Schools must keep records relating to Mnancial transactions for 7 years (after end
of Mnancial year) in line with Schools Common Financial and Administrative
Records (PDF 107KB).

Refer to Records management for information on retaining and disposing of
records.

Supporting tools, resources and related
information

Policy contact

These procedures relate to section 1.5 of the Financial management policy:

For speciMc information on Mnancial delegations under the Government
Sector Finance Act 2018, refer to Financial delegations under the GSF Act.

Policy requirements



‘Department purchasing cards must be used in line with the department’s
Purchasing cards procedures and delegations.’

●

DeAnitions 

Roles and responsibilities 

These procedures apply to the following department staff 

purchase goods or services●

make payments●

travel on behalf of the department.●

successfully complete the mandatory PCard training to conMrm they
understand their responsibilities as a cardholder before applying for a PCard

●

be aware of how much money they are approved to spend, discuss this with
their authorised approver, and set limits accordingly in Expense8. Refer to
Mnancial delegations under the GSF Act for details

●

create a proMle and apply for a PCard via Expense8●

nominate a card application approver and a reviewing ofMcer●

register with Citibank (including setting 3 challenge questions and a 6-digit
PIN) and order their PCard

●

sign and activate their PCard once received●

acknowledge receipt of their card before the transaction and monthly spend
limits are set at the approved levels ready for use.

●

be an authorised delegate, under GSF delegation GSF SD14, to approve the
issue of PCards and the associated transaction and monthly limits on a case by
case basis where a genuine business need exists

●

ensure that the PCard application aligns with these procedures●

endorse the appropriateness of the nominated reviewing ofMcer for the PCard
applicant.

●

may endorse a PCard application●

must have an approved Mnancial delegation to incur expenditure and have
budget responsibilities for the business unit or school in which the cardholder
works

●

can also be the cardholder’s reviewing ofMcer or card application approver if all
the reviewing ofMcer or approver requirements are met.

●

independently verify PCard applications before being processed to●

ensure the accuracy and completeness of the applications●

ensure approval by an authorised delegate●

verify the credentials of the nominated reviewing ofMcer (to ensure they hold
a position of sufMcient seniority to monitor and review PCard use)

●

submit requests to Citibank for the issue of new PCards, along with
instructions around card controls related to the approved PCard application.
Refer to Card controls (section 2) for details.

●

Monthly spend limit 

Transaction limit 

Merchant category restrictions 

Goods and services category restrictions 

using a PCard when travelling on ofMcial business – all travellers must quote
the approved travel request number or blanket authority to travel (BATT)
number (SAP Trip number) when acquitting purchasing card (PCard)
transactions for travel-related expenses

●

purchasing online or by phone●

tax invoices, GST, FBT and card expenditure.●

reduce the risks involved with buying sensitive goods and services●

ensure consistent safety standards●

protect the integrity and security of the department’s IT systems.●

Procurement policy●

About fees and surcharges.●

read and acknowledge the department’s requirements and conditions to ensure
their use of their PCard aligns with this procedure

●

read and comply with the Bank’s Cardholder Conditions of Use which are issued
with each new card

●

comply with all legislative and policy requirements associated with using
PCards and spending public funds. Cardholders must read, be familiar with and
comply with the requirements of

●

The Public Service Commission Ethical Framework for the Government
Sector 

●

the department’s Procurement policy●

the department’s Out-of-Pocket Expenses Guidelines●

the department’s Code of Conduct●

NSW Treasury Paper TPP21-02 , which provides the broad framework for
use of all forms of purchasing cards

●

ensure they understand what appropriate spending of public funds is●

only use the card for the speciMc purpose(s) for which the card has been issued●

ensure their transactions are within the available budget of their cost centre●

acquit expenses in a timely manner. Refer to Process PCard transactions
(section 5) for more information

●

ensure the safe custody of their PCard at all times●

immediately contact the Purchasing Card Administration team on 1300 32 32
32 , if they suspect there’s been a breach of security on their PCard.

●

not let their PCard be used by anyone else. Each cardholder is responsible and
accountable for the transactions and expenditure incurred on their PCard

●

not exceed their transaction limit in a single transaction●

not split their purchases into multiple transactions to circumvent their PCard
transaction limit or the cardholder’s general Mnancial delegation (PDF 242KB)

●

not make purchases using multiple PCards to circumvent transaction limits and
Mnancial delegations (PDF 242KB)

●

not use their PCard to deliberately circumvent compliance with the
department’s procurement process and any card restrictions or limitations.
Cardholders must comply with the requirements of the NSW Government
Procurement Policy Framework 

●

not use their PCard where any other method of payment has already been
initiated for the transaction. For example, part payment by SAP purchase order
and part payment by PCard is not permitted

●

not receive any personal beneMt through using personal ‘Flybuys’ card or other
loyalty reward schemes or cards when using a PCard

●

not use their PCard for private or unauthorised purchases or payments.●

Holding a PCard is a privilege that carries a great deal of responsibility.
Possession of a card places the cardholder in a position of trust. Strong
and immediate action, including cancellation of cards, will be taken
against ofMcers who abuse this trust.

●

Any cardholder who misuses or fraudulently uses a PCard will be subject
to disciplinary action (up to and including dismissal) or legal prosecution.

●

PCards are not for generic use and can’t be issued in the name of a
school, directorate, or business unit. PCards are not transferable and can’t
be used by anyone other than the person named on the card for
accountability purposes.

●

Errors in card use, resulting in unauthorised use, must be reported to the
PCard Administration team who will advise on the action to be taken by
the cardholder to reimburse the department for the value of any such
transactions. Personal payments or reimbursements must not be made
directly to the issuing bank for a direct credit to the card. Contact the
PCard Administration team on 1300 32 32 32  for the next steps to take
to repay the funds. Note: Debts arising from unauthorised transactions
must be paid in full within 30 days of the date the cardholder receives
notiMcation to pay. Debts that remain unpaid after this time will result in
commencement of formal debt recovery processes, which may include
referral to legal services. Refer to Escalation of unacquitted, unauthorised
or inappropriate transactions for more information.

●

PCards are intended to be used for individual transactions up to $10,000,
however payment limits may be set higher or lower, depending on
individual cardholder purchasing and payment requirements and overall
Mnancial delegation limits.

●

Deliberate and/or repeated unauthorised or private use of a PCard may
result in the card being cancelled without notice and if appropriate,
disciplinary action taken against the cardholder.

●

Using a PCard when travelling on ofAcial business 

Overseas travel with a PCard 

Purchasing online or by phone 

Tax Invoices, GST, fringe beneAts tax and PCard expenses 

update their proMle in Expense8 if their personal or work details have changed.
Refer to Updating a PCard proAle (in this section) for more information

●

be aware of the monthly PCard credit cycle dates and change their monthly
credit limit or transaction limit, when required, as appropriate to their position
and business requirements, and as approved by their delegated ofMcer. Refer to
Monthly PCard credit cycle dates and Monthly credit and transaction limits (in
this section) for more information

●

submit a request to have their PCard cancelled if they’re leaving the
department or moving to a role where it isn’t required

●

acquit all outstanding transactions against a cancelled PCard●

keep their PCard safe at all times, to prevent it being lost or stolen●

must not disclose their PCard PIN (Personal IdentiMcation Number) to anyone or
have it written on or carried with the PCard. The PCard PIN is used for
authorising transactions through online payment portals and payment
terminals in person

●

not lock their PCard in a safe, especially during the school holidays●

not email their PCard number or security number (3-digit number on the back
of a PCard) to any provider. Information in an email can potentially be
intercepted, stolen or misused by a third party

●

cancel all direct debits charged to a cancelled PCard. Cancelling a PCard does
not cancel a direct debit. If they don’t comply with this requirement, they’ll be
responsible for ongoing charges.

●

Updating a PCard proAle 

Cancelling a PCard 

Monthly credit and transaction limits 

Monthly PCard credit cycle dates 

entering cost allocation details, including assigning an expense type. Refer to
Process PCard transactions for a list of expense types and descriptions

●

including a purpose or reason for the purchase●

electronically attaching a tax invoice, or receipt showing GST, and any other
supporting documents. Note: EFTPOS receipts are not sufMcient to claim GST
or provide context for the reviewing ofMcer.

●

are responsible for acquitting their transactions in Expense8. This can be done
at any time once they appear in Expense8 but must be completed within 7
calendar days of the end of each month. Refer to Unallocated PCard
expenditure (in this section) and Escalation of unacquitted, unauthorised or
inappropriate transactions for more information

●

must check that all entries accurately regect the transactions made (that is, no
bank errors were made)

●

must be able to account for all activity and expenditure incurred on their PCard
and conMrm that all transactions were for ofMcial purposes by providing a
detailed reason for the expense

●

must assign each transaction an expense type and identify the correct cost
allocation using the required account-related codes

●

must enter a current SAP trip number from a travel request or BATT in the
Purpose Meld when acquitting a travel-related expense, or upload a Manual
Travel Request Form (PDF 223KB) if they are a contractor, regardless of the
status of a travel request or claim. Note: Travel approval documents don’t need
to be uploaded if a SAP trip number is provided

●

must ensure tax invoices, receipts and other supporting documentation are
uploaded against each transaction to justify the business expense, and
demonstrate prudent spending and appropriate use of public funds

●

may nominate a preparer who will prepare transactions for acquittal on their
behalf. However, cardholders remain accountable for the correct and timely
acquittal of all transactions and for all aspects of card use and compliance with
this procedure

●

must conMrm – when a preparer prepares their transactions for them – all
details and attachments in Expense8 are correct before acquitting a
transaction

●

can use a mobile device to acquit PCard transactions●

can only acquit their own transactions●

must complete a Purchasing Card transaction form (PDF 268KB) if●

they’re acquitting a PCard tap-and-go transaction for contactless Opal travel●

they’ve lost their tax invoice or receipt●

a tax invoice or receipt can't be produced or is illegible●

can amend an acquitted PCard transaction if they made a mistake, and the
reviewing ofMcer has not yet reviewed (approved) or rejected it

●

must acquit a transaction as soon as possible using the Unauthorised use
expense type if an error occurs, or if a reviewing ofMcer has rejected a
transaction because it's not an appropriate business expense. Unauthorised use
transactions are monitored by the Purchasing Card Administration team, who
will provide advice via email direct to the cardholder on repayment options. The
cardholder must repay any unauthorised card use to the department within 30
days of being advised by the PCard administration team of their repayment
options. Refer to Escalation of unacquitted, unauthorised or inappropriate
transactions for further information

●

must evaluate a PCard transaction before acquitting it as a disputed
transaction

●

must ensure the correct reviewing ofMcer is attached to the PCard●

must ensure that the reviewing ofMcer is not the beneMciary of the expense.●

prepare transactions for acquittal for cardholders who have nominated them.●

have an approved Mnancial delegation to incur expenditure●

have completed the mandatory PCard training●

be nominated by a cardholder to review and approve or reject their PCard
transactions

●

assess acquitted PCard transactions to ensure●

all charges, purchases, or travel expenditure incurred by the cardholder are
appropriate business expenses and, where there is any doubt, obtain a
satisfactory explanation or further information from the cardholder before
approving the transaction

●

the cost allocation details are appropriate and correct●

approve or reject acquitted PCard transactions within 3 working days of
cardholder acquittal

●

report suspected fraudulent or inappropriate card expenditure to a supervisor
or to Professional and Ethical Standards (PES). Failure to do so may result in
disciplinary and/or legal action

●

regularly assess whether their cardholders still need a PCard to purchase
goods and services as part of their role, particularly if usage is minimal over an
extended period

●

ensure PCard proMles are updated to regect the new reviewing ofMcer if the
relationship changes, for example, with a change of role

●

reject any transactions where the cardholder is a direct beneMciary of the
expense, for example, a reviewing ofMcer cannot authorise an expense for their
own professional learning.

●

Other important considerations when processing PCard transactions 

Disputed transactions 

Unallocated PCard expenditure 

Monthly reconciliation – PCard Reallocation Clearing GL account 

all outstanding transactions on the cancelled PCard must be Mnalised●

the PCard training must be completed●

the new application must have the endorsement of the DEL or reviewing
ofMcer's line manager.

●

schools can use the PCard UnMnalised Transactions report to gain a detailed
view of all PCard transactions, including the current acquittal status, cost,
reason for purchase and the length of time taken to Mnalise a transaction

●

education support staff can use the SAP Cost centres: actual line items report.
Refer to Run a report on acquitted and authorised PCard transactions – QRG.

●

Supporting tools, resources and related information 

Related information 

Contacts 

Monitoring the policy 
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We recognise the Ongoing
Custodians of the lands and
waterways where we work and live.
We pay respect to Elders past and
present as ongoing teachers of
knowledge, songlines and stories.
We strive to ensure every
Aboriginal and/or Torres Strait
Islander learner in NSW achieves
their potential through education.
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